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Strengthen Passwords with These Simple Tips

Longer is Stronger
Passwords should be at least
8 - 12 characters. 

Randomize 
Your Passwords
DO use a random string of letters,
numbers, and symbols. 
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DON’T use personal names, dates,
repeated characters, or
sequences. 
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Make Passwords
Unique
Use different
passwords
for each account.

Use a password
manager software to
help remember your
passwords. 

Use Multifactor
Authentication
Having dual
authentication makes
it more difficult to be
hacked.

Contact us if you think your bank
accounts may have been
compromised. 214.353.3000

Change
Periodically
It’s a good rule of thumb
to change your
passwords periodically,
at least annually, to
make them more
difficult to guess.

Store
Securely 

Passwords are the first line of defense against cyber criminals
but a weak password can be easy to hack. Protect your device
and secure your information with a strong password. 

Security
Questions
Pick security
questions only you
can answer.
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